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NETTUR TECHNICAL TRAINING FOUNDATION 

DIPLOMA IN COMPUTER ENGINEERING & IT INFRASTRUCTURE –CP08  

V SEMESTER REGULAR & SUPPLEMENTARY EXAMINATION-JAN 2023 

Subject:  Organization Behavior & Project Management        Total Time: 2 Hr. 

Subject Code: CP08518T                                                   Total Marks: 50 marks 

PART B 

1.0 ANSWER ANY EIGHT OF THE FOLLOWING                             2*8=16  

1.1 What are the levels of management? 

1.2 What is Vertical channel conflict? 

1.3 What are the types of power style? 

1.4 What is stress? 

1.5 How does superego works? 

1.6 Why planning is important? 

1.7 What is personality? 

1.8 What are the different types of GD? 

1.9 Why we need tolerance of ambiguity? 

1.10 Write the importance of understanding human behavior in an organization 

 

2.0 ANSWER ANY SIX OF THE FOLLOWING                                  3*6=18 

2.1 Write the concepts of Organizational Behavior? 

2.2 What is inter conflict and intra conflict? 

2.3 What are the skills we can check through G.D? 

2.4 What is Initiating structure? 

2.5 While framing the objectives what should be kept in mind? 

2.6 How does stress affect your brain and body? 

2.7 What are the different theories of Motivation? Explain anyone 

2.8 Write any 4 differences between personality and behavior 

 

3.0 ANSWER ANY FOUR OF THE FOLLOWING                            4*4=16 

3.1 What are the challenges and opportunities of organizational Behavior? 

3.2 Explain the types of Intra-group conflict? 

3.3 Write the different leadership styles based on authority 

3.4 What is positive and negative stress? 

3.5 Explain the types of personality theories? 

3.6 Write the three key characteristics that define the process of management 
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NETTUR TECHNICAL TRAINING FOUNDATION 

DIPLOMA IN COMPUTER ENGINEERING & IT INFRASTRUCTURE –CP08  

V SEMESTER SUPPLEMENTARY EXAMINATION-JAN 2023 

Subject:  Network Security Time: 2 Hr. 

Subject Code: CP08 05 05                                                                Marks: 50 

PART B 

1.0 ANSWER ANY EIGHT OF THE FOLLOWING                                   2*8=16  

1.1 Mention the types of Security Attack. 

1.2 What is Substitution technique? 

1.3 Define Steganography. 

1.4 What do you mean by dual signature? 

1.5 Define Hash function. 

1.6 What is MAC? 

1.7 What is Honeypots? 

1.8 Explain about key loggers. 

1.9 Write a short note on web security. 

1.10 Explain about DSSL. 

 

2.0 ANSWER ANY SIX OF THE FOLLOWING                                              3*6=18 

2.1 Explain about Passive Attack. 

2.2 Explain Stream Cipher with diagram. 

2.3 List out the five possible approaches to attack RSA? 

2.4 What is Kerberos and requirements? 

2.5 Explain about root kit. 

2.6 What are the basic elements & trusted system? 

2.7 Explain about Anti replay service. 

2.8 Explain about Payment Gateway authentication. 

 

3.0 ANSWER ANY FOUR OF THE FOLLOWING                                          4*4=16 

3.1 Explain about Model of Network Security in detail. 

3.2 Explain about Public Key Cryptosystems. 

3.3 Write a short note on a). Virus b).worm. c).logic bomb d).Trojan horse  

3.4 List out the types of Firewall and Explain 

3.5 Explain about Transport and Tunnel Modes. 

3.6 Explain CIA triad in detail. 

 

 

 

 


